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 The project will develop a heterogeneous 
network concept for future European pub-
lic safety communications. This will be 
based on the integration of different net-
works, including ad hoc deployable sys-
tems. The project will be focused on the 
integration of existing communication sys-
tems including private mobile radio sys-
tems such as TETRA and TETRAPOL.  

Main focus 

The main focus of HPNS is to develop a 
heterogeneous network for European pub-
lic safety communication and for the test-
ing of a heterogeneous network with a 
number of applications reflecting public 
safety scenarios. This heterogeneous 
network will integrate a number of different 
network standards and will introduce a 
new inter-networking architecture. It will 
also introduce network management func-
tionalities which will be optimised in accor-
dance with public safety user require-
ments. The project will use technologies 
that are provided by a number of existing 
legacy communication systems. It will also 
develop new technical solutions that will 

permit rapid integration of ad hoc tech-
nologies and systems. This feature of 
HNPS will be especially important in the 
areas where the communication infra-
structure has been destroyed or cannot 
provide sufficient capacity in emergency 
situations.  

The project is focussed on three main 
areas: 

♦ Scenarios and associated field trails with 
user participation 

♦ Heterogeneous network integration and 
management  

♦ Applications and services. 

Approach 

The project approach is based on the con-
cept of an integrated multi-standard sys-
tem. The project will integrate a number of 
legacy communication systems such as 
GSM/GPRS, UMTS, TETRA, WiMAX and 
WLAN standards based systems. 

The project will establish an evolutionary 
approach: the gradual integration of differ-
ent systems will take into consideration 
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the complexity and compatibility of 
different standards and protocols. 
Likewise the system approach will 
be used in application integration 
and test bed design. This test bed 
will be developed in the project 
and is intended to create a plat-
form for: 

♦ System compatibility tests which 
might be carried out by different 
research and industrial organisa-
tions 

♦ Application integration and inter-
operability testing 

♦ Usability studies and field trials, 
with the participation of public 
safety users 

♦ Training and educational activi-
ties 

These activities will foster collabo-
ration between different European 
industrial as well as research play-
ers and users in the area of public 
safety communications and will 
promote the concept of a Pan-
European Laboratory.  

The HNPS project will follow an 
approach starting with user re-
quirements and the analysis of 
how existing applications can be 
integrated into the framework. The 
development of the Heterogene-
ous Network Architecture is one 
core aspect of this project. The 
test bed design and field trial will 
provide more than only a proof of 
concept, but a valuable basis for 
future tests of new applications. 

 

Main results 

One main visible result from HNPS 
will be the integration of the differ-
ent heterogeneous communication 
networks for emergency services. 
This integration is based on a re-
quirements analysis for increasing 
availability and interoperability as 
well as the development of con-
cepts to “bridge” between the dif-
ferent networks/services footing on 
reference scenarios of needed 
networks and applications bridging 
technologies. 

HPNS will provide innovative solu-
tions for heterogeneous internet-
working architectures, adaptive 
network control and management, 
interoperable middleware, network 
cross layer protocols, ad-hoc 
broadband wireless network proto-
cols and adaptive applications. 
Furthermore, HPNS will achieve 
the development of integrated 
system for public safety communi-
cation. This will include the open 
interoperable test-bed platform 
development. The project will look 
at the new system concept of het-
erogeneous networks and will fa-
cilitate the introduction of new ser-
vices for public safety. 

Impact 

HPNS will develop the following 
prototypes and applications: 

♦ I n f r a s t r u c t u r e  i n c l u d i n g 
(governmental and industrial) 
service providers and users as 
well as performance tests for a 

quantitative evaluation of the 
results.  

♦ Test bed which could later on 
serve as a European test bed for 
interested third parties not par-
ticipating in the project.  

♦ Management tools to control the 
quality of service, security and 
availability of the collection of 
services and networks. 

♦ Workforce management system 
with all the necessary features to 
respond to a crisis scenario with 
integration of external applica-
tions.  

Furthermore HPNS will contribute 
to the areas of standardization of 
the Critical Information Infrastruc-
ture Protection (CIIP) network, 
integration of wireless sensor net-
works for critical scenarios moni-
toring, tools allowing the inter-
working between different emer-
gency entities in Luxembourg and 
access to information via redun-
dant networks as well as fast de-
ployable intelligent detection net-
works allowing the access to 
alarms, sensor data and video 
information via heterogeneous 
networks. 


