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TRANS will design, develop and demon-
strate a tightly integrated network and 
service overlay architecture with advanced 
traffic-aware and self-organisation func-
tionality that will significantly facilitate ser-
vices ubiquity, while supporting evolved 
networking business requirements. In par-
ticular, a new generation of added value, 
technology agnostic, VPN services, will be 
designed. Network elements implementing 
this functionality will also be designed.  

Main focus 

The network architecture will include ad-
vanced traffic-aware and resources-aware 
mechanisms as well as related self organi-
zation functionality and automatic anoma-
lies detection and diagnostic, introducing a 
flexible way to control the traffic and to 
manage the network resources allowing 
for a cost-effective adaptation to the short-
term evolution of the network environment. 
This functionality will enable new services 
and new ways to use existing services 
while also supporting global resources 
optimisation enabled by the cross-design 
with the under-laying network data and  

 

 

 

 

 

 

 

control planes, and based on the state 
information exchanged between the net-
work and services overlays. 

The architecture will specify how the pro-
posed functionality is distributed among 
the terminals, edge devices and overlays. 
It will allow ever-complex networks to pro-
vide new added-value services. 

The architectural concept will be validated 
in the context of a new generation of Vir-
tual Private Networks, which has been 
identified as a market requirement by 
main service providers, the so-called Busi-
ness-Process-aware VPNs.  

Approach 

The work starts by identifying require-
ments for a traffic-aware self-managed 
solution, defining selected scenarios and 
the overall architectural approach 
(network and overlay cross-design). 

The overall architecture design will specify 
the functional blocks in data, control and 
management planes, both for the network 
and service/application strata, and the 
interactions between them. 
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The next step is to define the 
mechanisms that will make the 
network elements “traffic-aware”. 
This work will be based on the ex-
isting Deep Packet Inspection 
mechanisms as well as on new 
approaches, based on traffic statis-
tical analysis. An important applica-
tion of providing traffic-awareness 
is to detect anomalies within the 
network and service strata. 

The project continues with the de-
sign and validation of a specific 
traffic-aware, self-managing archi-
tecture, based on the optimized 
distribution of advanced algorithms 
among customer premises equip-
ment, network edge devices and 
overlays. Previously designed 
mechanisms for traffic analysis, 
anomalies detection and network 
awareness need to be integrated in 
the global architecture together 
with the means to aggregate and 
distribute the monitored information 
(to build a knowledge plane) and 
with the distributed decision algo-
rithms. Network elements will also 
be designed. 

The next step is to prove the effec-
tiveness of the mechanisms that 
have been designed by applying 
them to new and future-generation 
Virtual Private Networks. Specific 
solutions (architectures and equip-
ment) to cover the cases of 
branches requiring low cost CPEs 
will be designed, develop and dem-
onstrated. 

The final technological step is to 
validate and demonstrate the solu-
tions designed in the project. The 
various building blocks will be inte-
grated in a test-bed. The outcome 

data from the experiments will be 
analysed in order to quantitatively 
show the benefits of the proposed 
solution. 

Main results 

1. Design and validation of a 
traffic-aware, self-managing 
architecture, introducing 
distributed traffic control and 
autonomic resource man-
agement  mechan isms 
based on the optimized dis-
tribution of advanced algo-
rithms among terminals, 
network edge devices and 
overlays. The architecture 
will include traffic-aware 
functionality for detection of 
anomalies and diagnostics. 

2. De f in i t i on  o f  f u tu re -
gene ra t i on  bus i ness -
process-aware Virtual Pri-
vate Networks and demon-
stration of how the proposed 
architecture can efficiently 
support them. The solution 
will allow for a broad deploy-
ment, covering all types of 
company sites, including 
small sites requiring low 
cost customer premises 
equipment. 

3. Joint traffic-aware and re-
sources-aware design of 
network and overlay topolo-
gies for the optimization of 
various applications, includ-
ing addressing the ques-
tions of routing and depend-
ability, for the support of 
service provider controlled 
services. 

4. Demonstration of how the 
traffic-aware and resources-
aware functionality can be 
shared by the different ana-
lyzed services over a con-
vergent network for global 
resources optimization and 
for significantly reducing 
management complexity, 
thereby accelerating the 
deployment  o f  these 
evolved services by reduc-
ing their complexity. 

Impact 

The impact of TRANS on enter-
prises will be at least twofold. On 
the one hand, the new generation 
VPN services that will be designed 
and implemented will better fit en-
terprises’ requirements and com-
pletely hide for them the network 
complexity. These new services, 
that we called Business-Aware 
VPN services, are defined in terms 
of enterprises business process 
and related users’ expected quality 
of experience. On the other hand, 
the provided functionality will pro-
vide the required vision on re-
sources usage as well as dynamic 
adaption to current needs leading 
to resources optimization for cost 
reduction and better planning of 
future needs. 

Based on these robust self-adapted 
services, new more efficient busi-
ness process could be designed 
and new IT architectures be de-
ployed.  

From the operator’s viewpoint, the 
ability to offer business-aware 
SLAs to enterprise customers will 
introduce differentiation from com-
petition and larger margins. It will 
be possible to reduce investment 
and operational costs through bet-
ter utilisation of resources and the 
introduction of automatic, self-
configuring mechanisms. New tools 
for detecting and locating failures 
and reducing effects of failures will 
become available.  

Manufacturers will be able to de-
velop a new class of solutions and 
devices able to support the above 
cited evolutions. Better profitability 
for operators permits larger mar-
gins for manufacturers, a critical 
issue in a market (networking 
manufactures) that globally be-
came extremely competitive. This 
could give European Manufacturers 
significant competitive advantage.  


