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 For years now smart lockers have been 
purely used as end-points for final product 
delivery but these lockers are smart com-
puting devices with plenty of potential for 
improvements. DISTINGO intends to use 
smart lockers in an intelligent, reconfigura-
ble and flexible way to empower new busi-
ness models and applications, from the 
B2C deliveries to B2B logistics and C2C 
transactions, and get the maximum out of 
these elements by using IoT concepts, 
artificial intelligence and blockchain. 

Main focus 

Smart lockers are connected, sensorised 
computing elements that most often sit 
idle at their locations and just perform a 
minimal gatekeeping of the stored con-
tents by means of basic recognition primi-
tives such as a PIN or a QR code. DIS-
TINGO steps in to build on top of this in-
frastructure modern features that can re-
sult in richer services: 

The key expected outcomes are: 

- A seamless user-interface designed for 
best User Experience: accessible through 
the web and mobile, able to reconfigure 
the implemented services on the fly and 
provide metrics to the administrator about 
usage and capacity. 

- Distributed computing: Lockers feature 
computing capabilities and are connected 
to one another. They thus present excel-
lent potential to serve as a computing net-
work, featuring Edge (closer to the sensor) 
and Fog (intermediate between sensor 
and cloud) levels that complement the 
traditional cloud approach. 

- Enhanced security: Security assurance 
is a key enabler and currently it’s imple-
mented on its most basic layer. Capabili-
ties such as facial recognition are availa-
ble. In addition, private blockchain can 
help to manage data securely and with full 
traceability. 

- New markets: With all of the above new 
capabilities, it would be limiting to just use 
smart lockers for their traditional final mile 
logistics role. DISTINGO proposes to im-
plement novel services (e.g., hospital lo-
gistics with advanced sensing for sensitive 
items) that fully exploit the full feature set. 

Approach 

DISTINGO builds from the user needs: by 
being in contact with current problems of 
the end-users (bottom up) and envisaging 
new uses for the technology (top down) a 
full set of requirements for a novel system 
of smart lockers was developed. With the 
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consortium’s expertise in IoT solu-
tions, distributed computing and 
AI, we proposed a multi-level ar-
chitecture (from the edge to the 
Fog and the cloud) that can ac-
commodate the needs of the en-
visaged services. 

Achieved results 

We developed the following results 
during the project: 

 A flexible architecture, built 
around distributed computing 
and IoT principles that accom-
modates the needs from the 
locker cells (edge) to the cabi-
nets (Fog) and the wider Cloud 
computing paradigms. 

 AI-enabled algorithms to em-
power computer vision capabili-
ties: detecting items in the interi-
or of the locker cells, detecting 
the number of people ap-
proaching the cabinet, recogni-
zing the user of the locker. 

 A mobile app for managing and 
reconfiguring the system, enab-
ling several services to be 
deployed in the same infrastruc-
ture adapting to the available 
resources. 

 A private blockchain infrastruc-
ture that enables the collection of 
data according to principles of 
traceability and tamper detec-
tion, so that data captured (e.g., 
from sensors) can be trusted in 
future analyses to not have been 
tampered with. 

Impact 

The major result from the project is 
the development of a new genera-
tion of components for the creation 
of smart locker systems: fully in-
teroperable, with added value for 
the end user, but also for every 
actor participating in the locker 
value chains, from sellers (e-
commerce & local) to the delivery 
man, and including novel actors 
such as regular citizens using the 
lockers for private affairs. Our so-
lution can be the cornerstone in an 
ecosystem that enhances the cre-
ation of new services in urban 
environments.  

 Secure storage of sensitive prod-
ucts such as food, medicines or 
valuable objects with increased 
security and full traceability. 

 General-purpose distributed net-
work for computing that can be 
reconfigured for any computing 
needs. 

 Re-configurable network of stor-
age containers that can be flexi-
bly adapted to new situations in 
the short term, maximizing re-
source utilization. 

The final results of the project are 
now available and open to exploi-
tation by partners. Preliminary 
contact has been established with 
smart lockers users for several 
industrial domains (e.g., hospitals, 
pharmacies, supermarkets, logis-
tics) and with smart locker manu-
facturer themselves.  


